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CERTIFICATE OF COMPLIANCE WITH PROTECTION OF
CUSTOMER PROPRIETARY NETWORK INFORMATION RULES

—_—

/bresy ‘75;;7‘3 signs this Certificate of Compliance in accordance with
Section 222 of the Telecommunications Act of 1996, as amended, 47 USC 222, and the FCC’s
Code of Federal Regulations (CFR) Title 47 §64.2009, on behalf of Jben u’tud‘fc'lephm
This Certificate of Compliance addresses the requirement of FCC’s (CFR) Title 47 §64.2009 that
the Company provide both a Certificate of Compliance and a “statement accompanying the
certificate™ to explain how its operating procedures ensure compliance with FCC’s (CFR) Title 47
§64.2001-.2011.

On behalf of the Company, I certify as follows:

. Tamthe CPNT O@wxpﬂxmm % of the Company. My business address is
400 MNain
Tiler T4 9332a%

2. 1 have personal knowledge of the facts stated in this Certificate of Compliance. I am
responsible for overseeing compliance with the Federal Communications Commission’s
(FCC) rules relating to customer proprietary network information (CPNI).

3. The Company has established a system by which the status of a customer’s approval for use
of CPNI, as defined in 47 USC 222(h)(1), can be clearly established prior to the use of
CPNI. The Company relies on the involvement of its high-level management to ensure that
no use of CPNI is made until a full review of applicable law has occurred.

4, The Company trains its personnel regarding when they are authorized to use CPNI, as well
as when they are not authorized to use CPNI. However, Company personnel make no
decisions regarding CPNI without first consulting with myself or Steve wqey ;
The Company’s Customer Service Manager. The Company has an express disciplinary
process in place for personnel who make unauthorized use of CPNI.

5. The Company’s policy is to maintain records of its own sales and marketing campaigns that
use CPNI. The Company likewise maintains records of its affiliates’ sales and marketing
campaigns that use CPNI. The Company also maintains records of all instances where
CPNI was disclosed or provided to third parties, or where third parties were allowed access
to CPNI. These records include a description of each campaign, the specific CPNI that was
used in the campaign, and the products and services that were offered as a part of the
campaign. The Company maintains these records in its offices for a minimum of one year.

6. The Company’s policy is to maintain records of customer approval for use of CPNI, as well
as notices required by the FCC’s regulations, for a minimum of one year. The Company
maintains records of customer approval and disapproval for use of CPNI in a readily-
available location that is consulted on an as-needed basis.



